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What is 5G?
• Mobile data traffic is rising rapidly 

mostly due to video streaming.
• Growing number of connections 

at large-scale.
• Internet of Things will require 

networks that must handle billions 
more devices.

• With a growing number of mobiles 
and increased data traffic both 
mobiles and networks need to 
increase energy efficiency.

• Network operators are under 
pressure to reduce operational 
expenditure, as users get used to 
flat rate tariffs and don't wish to pay 
more.

5https://www.etsi.org/technologies/5g



Comparison of key 4G with 5G capabilities according 
to ITU-R M.2083
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5G
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What are the Main Usage Scenarios of 5G?

Enhanced Mobile Broadband (eMBB) to deal 
with hugely increased data rates, high user 
density and very high traffic capacity for hotspot 
scenarios as well as seamless coverage and 
high mobility scenarios with still improved used 
data rates

Massive Machine-type Communications 
(mMTC) for the IoT, requiring low power 
consumption and low data rates for very large 
numbers of connected devices

Ultra-reliable and Low Latency 
Communications (URLLC) to cater for safety-
critical and mission critical applications

7https://www.etsi.org/technologies/5g

key capabilities required in Numbers

The minimum requirements:
• for peak data rate::

Downlink: 20 Gbit/s
Uplink: 10 Gbit/s

• for peak spectral efficiencies:
Downlink: 30 bit/s/Hz
Uplink: 15 bit/s/Hz

• user plane latency (single user, small 
packets):

4 ms for eMBB
1 ms for URLLC

• control plane latency (idle => active):
10-20ms

Other requirements:
• maximum aggregated system bandwidth:

at least 100 MHz, up to 1GHz in higher frequency 
bands (above 6GHz)

• mobility:
up to 500km/h in rural eMBB
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When it will be ready?
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Who is working on 5G?
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How wide can 5G be? The case of vertical sectors



Where to find the corresponding 5G 
specifications?

• A list of all 5G related specs (incl. core network and system aspects)
http://www.3gpp.org/DynaReport/21205.htm

• Radio related specifications addressing only NR: 38 series specifications.
http://www.3gpp.org/DynaReport/38-series.htm

• Radio related specifications addressing only LTE: 36 series specifications.
http://www.3gpp.org/DynaReport/36-series.htm

• Radio related specifications addressing aspects affecting both LTE and NR: 37 series specifications.
http://www.3gpp.org/DynaReport/37-series.htm

• Service requirements for next generation new services and markets: 3GPP TS 22.261.
http://www.3gpp.org/DynaReport/22261.htm

• System Architecture for the 5G system (stage 2): 3GPP TS 23.501.
http://www.3gpp.org/DynaReport/23501.htm

• Procedures for the 5G System (stage 2): 3GPP TS 23.502.
http://www.3gpp.org/DynaReport/23502.htm

• NR; NR and NG-RAN Overall Description (stage 2): 3GPP TS 38.300.
http://www.3gpp.org/DynaReport/38300.htm

• NR; Multi-connectivity; Overall description (stage 2): 3GPP TS 37.340.
http://www.3gpp.org/DynaReport/37340.htm

• NG-RAN; Architecture description: 3GPP TS 38.401.
http://www.3gpp.org/DynaReport/38401.htm
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5G System Architecture
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Habilitadores Tecnológicos: tendências 
além de camadas de comunicação

• Integration of different Technologies 
(beyond physical layer)
• Following actual trends...

• Complex radio environments
• C-RAN, microcells

• Decoupling between infrastructure, 
network, computing and service
• Softwarization: SDN, NFV, virtualization 

(cloud e edge computing)
• Multitenancy

• Different flavors of providers and 
interrelations

• Service slicing: deep virtualization
(cloud and network)
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Enabling Technologies for 5G 
Success

Evolutionary components of current 
generations of mobile networks under a 
unifying umbrella; and

Revolutionary components that will enable 
energy and spectral efficiency and new 
resiliency (i.e., responsive, auto-manageable 
QoS/QoE, secure, survivable, traffic and 
disruption tolerant) for services to everyone 
and everything (applications and machines).
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The visual security for airports use case requires all of these fog capabilities 
to meet its performance, reliability, security and efficiency goals. This 
includes vehicle detection, people detection, smart retail, and other areas 
where machine vision via video analytics is important for fog computing. 
Please see the detailed analysis in chapter 7 for many more details including 
an application of the OpenFog RA.  

 Smart Cities Scenario 

 
Figure 4 Opportunities for Smart Cities 

Smart cities are using technology to deal with many challenges, including 
traffic congestion, public safety, energy consumption, sanitation, and public 
internet connectivity.  

The OpenFog RA enables greater efficiency and economic realities of smart 
city operations. The figure above illustrates the various aspects where fog 
computing can impact smart cities including but not limited to: 

x Intelligent city with smart parking, shopping, and infrastructure. 
x Intelligent hospitals linking all aspects for greater patient care and 

healthcare delivery. 
x Intelligent highway systems to optimize utilization of infrastructure. 
x Intelligent factories and software defined industrial systems. 

 
Connectivity 

Cloudification
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PaaS, SaaS, IaaS

OPFRA001.020817 © OpenFog Consortium. All rights reserved



Evolution of Cloudification

16

Cloud Computing

Edge Computing

Mist Computing
On device



Virtualization

the process of running a virtual 
instance of a computer system in 
a layer abstracted from the actual 
hardware
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MANO
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STSI’s Multi Access Edge Computing  
(MEC) Proposal Overview
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ETSI’s Open Mobile Edge Cloud 
(OMEC) Vision
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NFV + SDN = Softwarization
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NFV: from hardware to virtual 
machines
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NFV: MANO
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SDN
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SDN/NFV
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NFV + SDN
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Slicing
Partition the physical infrastructure in different logical for multitenancy 
service  provisioning

Main benefits:
• Customization
• Independency
• Isolation
• Systematic control

Types:
• Network Slicing
• Cloud Slicing

28
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Network physical infrastructure partitioning

Deployment through the combination of:
- Softwarized substrate, 
- Fine-granularity definitions
- High distribution of data centers (specially in the edges)

Slice #1

Slice #2

VNF1 VNF2 VNF3 VNF4

VNF1 VNF2 VNF3 VNF4

Last Mile

Capacity-sensitive

Delay-sensitive

NS são:
• Self-contented
• Mutually isolated
• Manageable and programmable
• Multisservice support
• Multitenancy
• Significantly diferente from traditional VPNs or 

virtual networks, and traffic engeneeging

Network Slicing: Network as a Service
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Network Slicing: Network as a Service
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Network Slicing: Net/App as Service
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Network Slicing:               View
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physical network resources and as such they enhance the network architecture principles and 
capabilities. 
To support network slicing, the management plane creates a group of network resources, it 
connects with the physical and virtual network and service functions as appropriate, and it 
instantiates all of the network and service functions assigned to the slice. For slice operations, the 
control plane takes over governing of all the network resources, network functions, and service 
functions assigned to the slice. It (re-) configures them as appropriate and as per elasticity needs, 
in order to provide an end-to-end service. In particular, ingress routers are configured so that the 
appropriate traffic is bound to the relevant slice.  
The establishment of slices is both business-driven as slices are the support for different types and 
service characteristics and business cases, and technology-driven as slices are a grouping of 
physical or virtual resources (network, compute, storage) which can act as a sub network and/or 
a cloud. A slice can accommodate service components and network functions (physical or virtual) 
in all of the network segments: access, core, and edge / enterprise networks. 
Network operators can use network slicing to enable different services to receive different 
treatment and to allow the allocation and release of network resources according to the context 
and contention policy of the operators. Such an approach using network slicing would allow a 
significant reduction of the operations expenditure. In addition, network slicing makes possible 
softwarization, programmability and allows for the innovation necessary to enrich the offered 
services. Network softwarization techniques may be used to realize and manage network slicing. 
Network slicing provides the means by which the network operators can provide network 
programmable capabilities to both OTT providers and other market players without changing their 
physical infrastructure. Slices may support dynamic multiple services, multi-tenancy, and the 
integration means for vertical market players (such as, the automotive industry, energy industry, 
healthcare industry, media and entertainment industry). 

 
Figure 2-3: Network Slicing Representation [2-16] 

2.2.2 5G Functional Layers  
In order to serve all aspects of network slicing, the 5G architecture is divided into different layers 
[2-17] as shown in Figure 2-4: 

- The Service layer comprises Business Support Systems (BSSs) and business-level Policy 
and Decision functions as well as applications and services operated by the tenant. This 
includes the end-to-end orchestration system. 

Fonte: 5G-PPP-5G-Architecture-White-Paper-Jan-2018-v2.0

5GPPP Architecture Working Group 5G Architecture White Paper 
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Figure 2-5 - Network Slicing Life-Cycle 

In order to implement and use network slice functions and operations, there is a clear need to look 
at the complete life-cycle management characteristics of network slicing solutions based on the 
following architectural tenets: 

• Governance tenet: A logically centralized authority for all the network slices in a domain. 
• Separation tenet: Slices may be independent of each other and have an appropriate degree 

of isolation from each other. 
• Capability exposure tenet: Allow each slice to present information regarding services 

provided by the slice (e.g., connectivity information, mobility, and autonomicity) to third 
parties, via dedicated interfaces and /or APIs, within the limits set by the operator. 

In pursuit of solutions for the above tenets with the relevant characteristics within the context of 
5G Networking, the followings are expected Network Slicing characteristics and challenges [2-
23][2-24]: 

Network Slice Capabilities: 

• Guarantees for isolation in each of the Data / Control / Management / Service planes. 
Having enablers for safe, secure and efficient multi-tenancy in slices. 

• Methods to enable diverse service requirements for NS, including guarantees for the end-
to-end QoS of a service within a slice. 

• Recursion, namely methods for NS segmentation allowing a slicing hierarchy with 
parent–child relationships. 

• Methods and policies to manage the trade-offs between flexibility and efficiency in 
slicing. 

• Resources and network functions Optimisation, namely methods for automatic selection 
of network resources and functions.  

• Monitoring the status and behaviour of NS in a single and/or muti-domain environment; 
monitoring of NS interconnection.  

• Capability exposure for NS with APIs for slice specification and interaction. 
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Usage of MEC+slicing in different cases

© 2017 InterDigital, Inc. All Rights Reserved.

IRTF 102 – NFVRG

Concepts	(2)

Network Slice Types Vs. Management Responsibilities

Provider
Internal
Slices

Infrastructure

Provider
Slice	As	A	
Service

External	
Provider
Managed
Slices

External	
Tenant
Managed
Slices

Tenant
Manages
Slices	and	
Services

Provider
Manages
Slices	and	
Tenant	
Manages	
Services

Provider
Manages
Slices	and	
Services

Provider
Manages
Slices	as	a	
Service

Network Slice Types Management
Responsibilities

14
NFV	Slicing	Challenges	&	Gap	analysis– NVFRG	@	IRTF	102	– 18th July	2018



Cloud Slicing
Cloud physical infrastructure partitioning

Characteristics:
• High-isolation level between slices
• Pre-stablished resources
• Real time elasticity management
• Infrastcuture complexity is transparente for clients
• CAPEX/OPEX

34

Slice #A Slice #B

App 1

Memória

App 2

Memória

CPU

App 3

CPU CPUCPU …



IRTF 102 – NMRG

Examples	of	High	Level	Architecture	&	Interfaces

Network	and	Cloud	Slicing

NECOS	Project

http://www.h2020-necos.eu
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Management		Research	&	Engineering	Challenges	– NMRG	@	IRTF	102	– 19th July	2018

Proposed	Framework	@	IETF

Network-Cloud Slicing
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Coupled partitioning of network and cloud physiscal infrastructures

Benefits:
• Resources dedicated and isolated in a end-to-end view
• Tenants can have customized level of slice provisioning
• New business models IETF proposed

framework



Novel Enablers for Cloud Slicing
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Usecase: NECOS-supported WISE
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